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Introduction

This guide covers the installation and preliminary configuration of the Mobile Inspection
Software by Mi-Corporation (MISM). It is designed to provide a walkthrough of the installation
process to the point where the system is accessible. Further configuration of specific features
will require utilization of help documents provided throughout the installation. If at any point you
need further assistance, please contact Mi-Corporation Technical Support at support@mi-
corporation.com
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Prerequisites

Operating System

MISM may be installed on the following operating systems:

e Windows Server 2008 R2
e Windows Server 2012
¢ Windows Server 2012 R2

Virtual machines are supported.

Database Server

MISM requires connection to a SQL Server database server. It is not required that this server
resides on the same virtual or physical server as the MISM application software, but a
connection between the two must be available.

Supported versions of SQL Server include:

e SQL Server 2008 R2
e SQL Server 2012
e SQL Server 2014

MISM has no specific dependency on SQL Server edition, but your usage of SQL and its
performance may dictate specific requirements.

Reporting Server

In order to utilize the reporting capabilities inherent in MISM, an instance of SQL Server
Reporting Services must be available. This instance must have access to the SQL Server
instance where the MISM database resides.

Mi-Enterprise Apps or Mi-Forms Server

An instance of version 10.0 or later Mi-Enterprise Apps or Mi-Forms Server is required for the
purposes of authentication in the MISM server. It is not required that this server resides on the
same virtual or physical server as the MISM application software, but a connection between the
two must be available.
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Installation

MISM is distributed as a single file executable designed to install all components of the system.
You should be provided with a file named something like:

Mobile Inspection Software by Mi-Corporation.exe

As an administrator, double click this file on the machine on which you intend to install the MISM
application.

Bundled Prerequisites
It is possible that the software will detect missing prerequisite software. If so you will be
presented with a screen similar to the one below:

= Mobile Inspection Software Setup ﬂ

Welcome to the Prerequisites
Wizard

The setup has determined that some of the
prerequisites needed to run this program are
missing. This wizard will assist you in getting and
installing those prerequisites. Click Next to
continue to the list of prerequisites.

Click Finish at any time to completely skip the
installation of prerequisites and jump to the
installation of the main program. Click Cancel to
cancel the installation and exit the Setup Wizard

Next Finish Cancel

Clicking the “Next” button will advance to the bundled prerequisite installation dialog as shown
below:

= Mobile Inspection Software Setup ﬂ
Prerequisites
These programs are needed for the application to run. Click on the check box
next to a prerequisite to select it for install or to skip it.
Name Version Action
[ ASP.NET MVC 3 Tools Required: 1.0 or higher. Found: ... Install

Press the Next button to install the prerequisites.

Back [ next | Finish Cancel

Allow all of the necessary bundled prerequisites to install to completion.

Installation Wizard
After completing any necessary bundled prerequisite steps, you will be taken to the installation
wizard. The first screen of this wizard is shown below:
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# Mobile Inspection Software Setup n

Welcome to the Mobile
Inspection Software Setup
Wizard

The Setup Wizard wil install Mobile Inspection Software on
your computer. Click Next" to continue or "Cancel” to exit
the Setup Wizard.

[(Fed>7] [ concel

After clicking “Next”, you will be prompted to review the license agreement as shown below:

# Mobile Inspection Software Setup n

End-User License Agreement
Please read the following license agreement carefully "

LICENSOR'S PROGRAM IS COPYRIGHTED AND LICENSED (NOT SOLD). A
LICENSOR DOES NOT SELL OR TRANSFER TITLE TO THE LICENSED
PROGRAM TO YOU. YOUR LICENSE OF THE LICENSED PROGRAM WILL
NOT COMMENCE UNTIL YOU HAVE EXECUTED THIS AGREEMENT AND

AN AUTHORIZED REPRESENTATIVE OF LICENSOR HAS RECEIVED,
APPROVED, AND EXECUTED A COPY OF IT AS EXECUTED BY YOU

1. License. In consideration of the payment of the license fees set forth
herein, Licensor grants you a nonexclusive license to use the package of
camnitar nraarama and data in machine-readahle farm and related

(1 accept the terms in the License Agreement

(®)1 do not accept the terms in the License Agreement

Once accepting the agreement and clicking “Next”, you will be prompted for an installation
location for resources related to MISM as shown below:

# Mobile Inspection Software Setup = (= “

Select Installation Folder
This is the folder where Mobile Inspection Software will be installed. v

To install in this folder, dick "Next". To install to a different folder, enter it below or dick
“Browse".

Folder:
C:\Program Files (x86)\Mi-Corporation\Mobile Inspection Software\ Browse...

Advanced Installer
<gack [ Next> | Cancel

The default location is as follows:
C:\Program Files (x86)\Mi-Corporation\Mobile Inspection Software\

Note that while some resources will be installed in this location, the MISM server resources will
be installed underneath your web root folder in a folder named MISM. On typical server
installations this means that the full path for the web server resources for MISM will be:
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C:Ainetpub\wwwroot\mism\

After selecting an installation location, you will be asked to confirm the installation as shown
below:

# Mobile Inspection Software Setup

Ready to Install
The Setup Wizard is ready to begin the Mobile Inspection Software installation

Click "Install” to begin the installation. If you want to review or change any of your
installation settings, dick "Back”. Click "Cancel” to exit the wizard.

Advanced Installer

Cancel

Click the “Install” button and allow installation to complete. When done you will be shown a
dialog indicating that installation was successful:

# Mobile Inspection Software Setup n

Completing the Mobile
Inspection Software Setup
Wizard

Click the Finish” button to exit the Setup Wizard.

Click the “Finish” button and the installation wizard will close.
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Configuration

After initially installing the MISM software, it is necessary to configure the database that will be
used for data storage, the web application, and the reporting server.

Database Configuration

The MISM software requires a SQL Server database for storage of collected inspection data
and for visualization and display of that data. This database is not automatically created during
the installation of the software. Please follow the steps outlined below to create this database
and configure the application.

1) Connect to your database server instance using a tool such as SQL Server Management
Studio. Note that this server instance may be hosted on the same machine as the MISM
software, but this is not required.

4a Solution1 - Microsoft SQL Server Management Studio o = n
File Edit View Project Debug Tools Window Help

P il S | L NewQuey [y P30 5| & B9
Object Explorer T
Connect~ ¥ %) m 7 (2] .5

BNV (ocozq2012 (SQL Server 103128 - M-CO\cdpie)
# [ Databases
% [ Security
% [ Server Objects
% [ Replication
# [ AlwaysOn High Availability
% [ Management
% (3 Integration Services Catalogs
[ SQL Server Agent (Agent XPs disabled)

-0 - G- b

Show output from: |

2) Create a database on this instance in line with your data management practices of your
organization. The specific name of the database does not matter, but be sure to remember
the name so that it can be used for configuration of the MISM software.
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7] New Database - D n

S Som - Do
E‘ Options
127 Filegroups Database name: MISM|
Owner: <default>
v
Database files:
Logical Name File Type  Filegroup
MISM Rows.. PRIMARY | By 1 MB, Unlimited
MISM_log Log Not Applicable 1 By 10 percent, Unlimited
Connection
Server:
(ocal)\sql2012
Connection:
MICO\cdpiem
37 View connection properties
Progress
Ready < >

3) When installing the MISM software, a .sql file will be installed that creates the necessary
structure of the database. Open this file in the query window editor. If you used default
installation settings, the file will be located here:

C:\Program Files (x86)\Mi-Corporation\MISM\Database\MISM Database Schema.sql/

Ua MISM Database Schema.sql - [ReadOnly](local)\sql2012.MISM (MI-CO\cdipierr (51))* - Microsoft SQL Server Management Studio - 0 n
File Edit View Query Project Debug Tools Window Help
Pl G e | NewQuey (3¢5 5| & 2@ |9 - -8-5 = » |22
i3 [mism -|| ¥ Execute b Debug ® v 30 o) J | 374534541 = 2
Object Bplore BER V1511 Datsbase sche..-cocapien Gy o < I
Connect~ 3} %) m 7 (2] 5 B/* +
@ L) MFServerDB_Upgradel o ?jplcyment script for mico database
® |J MFServerDB_Upgrade2
@ |J MicoData SIPRINT N'Creating [dbo].[Chart]...";
3 [ MIsM
# [ Database Diagrams
% [ Tables GO
B [ Views SIIF OBJIECT_ID('[dbo].[Chart]') IS NULL
2 03 Synonyms =ICREATE TABLE [dbo].[Chart] o
Programmabilty [ChartId] INT IDENTITY (1, 1) NOT |
i [DashboardId]  INT NOT NULL
@ @ Service Broker [ChartTitle] VARCHAR (255)
i [ Storage [DashboardRow] INT
% (3 Security [DashboardColumn] INT
@ ) Nsw [ChartOptions] NVARCHAR (MAX)
@ |J NYUExport [ChartData] NVARCHAR (2000)
@ 1) NYUExport2 [Type] NVARCHAR (20) ,
o) ‘J NYULookup - PRIMARY KEY CLUSTERED ([ChartId] ASC)
@ |J QMDev .
@ |J ReportServer$SQL2012 100% ~
@ | J ReportServer§SQL2012TempDB v | 27 Connected. (1/1) (local)\sql2012 (11.0SP1) | MI-CO\cdipierr (51) ' MISM | 00:00:00 ' 0 rows
§howoulpu!'rom:\77 - 7777’”}‘@1,‘ =
Ready Ln1 Col1 Ch1 INS

4) Insert a line above the initial comment in the query window editor that tells SQL Server
Management Studio to use the appropriate database. The specific line is dependent on what
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5)

you named the database in step #2. For example if the database was named “MISM”, then

the line should read:
USE MISM

Ua MISM Database Schema.sql - [ReadOnly](local)\sql2012.MISM (MI-CO\cdipierr (51))* - Microsoft SQL Server Management Studio

Eile Edit View Query Project Debug Tools Window Help

(-l 5 | A NewQuey YRR | % DB [9 -o -8-5 (g b

i 2/ 42| [mism o|| ¥ Execute b Debug ® v 30 o) J [ 3745|3451 = 2

R 150 Db sre.-cocaper o+ < Y

Object Explorer
Connect~ 33 %) m 7 (2] .5

= pse mIsm

| J MFServerDB_Upgradel A
| J MFServerDB_Upgrade2

| J MicoData

13 MisM

® (3 Database Diagrams

) 3 Tables

3 Views

3 Synonyms

3 Programmability

(3 Service Broker

) (3 Storage

@ 3 Security

3 Nsw

| J NYUExport

|J NYUExport2

|J NYULookup

(J QMDev

| J ReportServer§SQL2012

|J ReportServer§SQL2012TempDB

M

BEEEE®

Output
Show output from: \

Qs+
Deployment script for mico database
*/

PRINT N'Creating [dbo].[Chart]...";

GO

-ICREATE TABLE [dbo].[Chart] (

SIF 0BIECT_ID('[dbo].[Chart]’) IS NUL

|2

- N

100% ~
4J Connected. (1/1)

[ChartId] INT IDENTITY OT NULL
[DashboardId] INT NO

[ChartTitle] VARCHAR (255)

[DashboardRow] ~ INT

[DashboardColumn] INT

[ChartOptions]  NVARCHAR (MAX) NULL,

[ChartData] NVARCHAR (200@) NOT N

[Type] NVARCHAR (20)  NULL,

PRTMARY KFY CIISTFRFN ([ChartTdl ASC)

(local)\sql2012 (11.0 SP1) = MI-CO\cdipierr (51) ' MISM = 00:00:00 ' 0 rows

+

> ax

12 Q| %=

Ready

Click the “Execute” button to run the query. A series of diagnostic lines should be shown in

the Messages window.
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Ua MISM Database Schema.sql - [ReadOnly](local)\sql2012.MISM (MI-CO\cdipierr (51))* -
Eile Edit View Query Project Debug Tools Window Help

Pl G e | NewQuey (55 | & 2|9 - -&-5 = >

i3 [mism

Object Explorer MRl MISM Database Sche...-CO\cdipierr (51))*

Connect~ 3 ) m 7 (2] .5

-|| ¥ Execute b Debug ® o 33 & | 37 uy|g385 43|

% |J MFServerDB_Upgradel
# | J MFServerDB_Upgrade2
® |J MicoData
a3 [ MISM
# [ Database Diagrams
% [ Tables
@ 3 Views
# 3 Synonyms
# 3 Programmability
%) [ Service Broker
+ [ Storage
% (3 Security
@ [ Nsw
# | J NYUExport
® |J NYUExport2
# |J NYULookup
@ |J QMDev
© | J ReportServerSSQL2012
® | J ReportServerS$SQL2012TempDB
@ | J Scheduler_dev
@ |J SchedulerSlim
% | J SOEComplexStaging
@ |J StagingDev
® | J UMDNJStaging
1 \ViDR

6) Add an appropriate user to the database such that the web application can access the
database, insert data, and run stored procedures. The specifics of this will vary depending
on your data security requirements. If you intend to use integrated Windows authentication,
be aware that the MISM application will run under the identity of the application pool that is
hosting the web app (DefaultAppPool by default). The screenshot below shows granting this
permission for such an identity, but the specifics of your setup may require other steps not

detailed here.

] Database User - New
Selecta page .
a Ssemt ~ [MHep
2 Owned Schemas
2 Membership User type:
2 Securbles SQL user wth logn
# Extended Provertes
Usern
/s apppool\defauttapppool
Lognname:
lis apppool\defauttapppool
Defaut schema:
‘Connection
Server:
focal)sai2012
Conecton
MICO\cdpier

37 View comedtion properties

Progress.
Ready

=JUSE MISM

Deployment script for mico database

/

PRINT N'Creating [dbo].[Chaft]...";

100% ~

_') Messages

Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].
Creating [dbo].

Frastina Tdhnl

100% ~

- oM
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[Chart]...
[ChartFilter]...

[Dashboard]...

[Field]...
[Field].[IX_Field_SessionRowID]...
[(Field_Row]...
[Field_Row].[IX_Field_Row_FieldID]...
[Filter]...
[Filter].[IX_Filter_StaticFieldI]...
[FilterType]...

[FilterValue]...

[Report]...

[ReportCategory]...

[Session]...
[Session].[IX_Session_FORM_ID]...
[Session_Row]...

fCaccinn Dawl FTY Gaccinn Daw SaccinnTNl

19 Q%=

Microsoft SQL Server Management Studio

2

(@ Query executed successful... | (local)\sql2012 (11.0SP1) | MI-CO\cdipierr (51) | MISM | 00:00:00 ' 0 rows

Show output from: ‘

Database User - New

e Ssernt ~ [ He

% Owned Schemas

3 Membershp Database role membership:

% Securables Role Members.

% Btended Propertes ] db_acosssadmin
[ @ _backupoperator
[ db_detareader
[ do_datawter
[ d_ddadmn
O do_denycetereader
(] do_denydatawrter
[)] & _owner
] _secutyadmn

Connecton

Server

foca)sq2012

Connecton

MICO\cdpier

97 View connection properies

Ready




7) On the application server where the MISM software was installed, locate the file named
web.config in the web installation folder and open it in a text editor. In typical installations
this file will be located at:

C:\inetpub\wwwroot\mism\web.config

Web.config - Notepad - o IEl
File Edit Format View Help
<?xml version="1.0"2> A
<l--
For more information on how to configure your ASP.NET application, please visit
http://go.microsoft.com/fwlink/?LinkId=169433
-=>

<configuration>
<configSections>
<!-- For more information on Entity Framework configuration, visit http://go.microsoft.com/fwlink/?LinkID=237468 -->
<section name="entityFramework" type="System.Data.Entity.Internal.ConfigFile.EntityFrameworkSection, EntityFramework,
<!-- For more information on Entity Framework configuration, visit http://go.microsoft.com/fwlink/?LinkID=237468 -->

<section name="nlog" type="NLog.Config.ConfigSectionHandler, NLog" />
<sectionGroup name="elmah">
<section name="security" requirePermission="false" type="Elmah.SecuritySectionHandler, Elmah"/>
<section name="errorlLog" requirePermission="false" type="Elmah.ErrorLogSectionHandler, Elmah"/>
<section name="errorMail"” requirePermission="false" type="Elmah.ErrorMailSectionHandler, Elmah"/>
<section name="errorFilter" requirePermission="false" type="Elmah.ErrorFilterSectionHandler, Elmah"/>
</sectionGroup>
</configSections>
<connectionStrings>
<!-- Connection String for the Entity Framework to connect to the application database.-->
<add name="micoEntities" connectionString="metadata=res://"/NiCoModel.csdlIres://'/MiCoModel.ssd1]r'es://"/Mi(oModel.m:
</connectionStrings>
<appSettings>
<add key="webpages:Version" value="3.0.0.0"/>
<add key="webpages:Enabled" value="false"/>
<add key="PreserveloginUrl" value="true"/>
<add key="ClientValidationEnabled" value="true"/>
<add key="UnobtrusiveJavaScriptEnabled" value="true"/>
<!-- Elmah configuration settings. For more info http://code.google.com/p/elmah/ -->
<add key="elmah.mvc.disableHandler" value="false"/>
<add key="elmah.mvc.disableHandleErrorFilter" value="false"/>
<add key="elmah.mvc.requiresAuthentication" value="true"/>
<add key="elmah.mvc.IgnoreDefaultRoute" value="false"/>
<add key="elmah.mvc.allowedRoles" value="*"/>
<add key="elmah.mvc.allowedUsers" value="Administrator"/>
<add key="elmah.mvc.route” value="elmah"/>

8) Locate the line that reads:

<add name="micoEntities"
connectionString="metadata=res.//*/MiCoModel.csdl|res://*/MiCoModel.ssdl|res.//*/MiCoModel. msl;provid
er=System.Data.SqlClient;provider connection string=&quot;data source=(local);initial
catalog=mismdb;Integrated Security=SSPI;MultipleActiveResultSets=True;App=EntityFramework&quot;"
providerName="System.Data.EntityClient"/>

9) Replace the highlighted section above with a connection string that is suitable for connecting
to your database created above.

For instance, if the database server's name is “Server1”, the name of the database is
“MISM” and you’re using integrated security, the line should read as follows:

<add name="micoEntities"
connectionString="metadata=res://*/MiCoModel.csdl|res://*/MiCoModel.ssdl|res.//*/MiCoModel. msl;provid
er=System.Data.SqlClient,provider connection string=&quot;data source=Serveri;initial
catalog=MISM:;Integrated Security=SSPI;MultipleActiveResultSets=True;App=EntityFramework&quot;"
providerName="System.Data.EntityClient"/>

If instead you are using SQL Server authentication, the connection string may be similar to:
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<add name="micoEntities"
connectionString="metadata=res.//*/MiCoModel.csdl|res://*/MiCoModel.ssdl|res.//*/MiCoModel. msl;provid
er=System.Data.SqlClient,provider connection string=&quot;data source=Server1;initial
catalog=MISM;User=user;Password=pass;MultipleActiveResultSets=True;App=EntityFramework&quot;"
providerName="System.Data.EntityClient"/>

10) Save the web.config file in your text editor.

Authentication Configuration

The MISM software requires an instance of a Mi-Forms or Mi-Enterprise Apps Server to use for
authentication and authorization. This server must be version 10 or later and must be accessible
to the MISM server via HTTP(S) protocols. Please follow the steps outlined below to configure
the application.

1) On the application server where the MISM software was installed, locate the file named
web.config in the web installation folder and open it in a text editor. In typical installations
this file will be located at:

C:\inetpub\wwwroot\mism\web.config

Web.config - Notepad - o IEl
File Edit Format View Help
<?xml version="1.0"2> A
<l--
For more information on how to configure your ASP.NET application, please visit
http://go.microsoft.com/fwlink/?LinkId=169433

-->
<configuration>
<configSections>
<!-- For more information on Entity Framework configuration, visit http://go.microsoft.com/fwlink/?LinkID=237468 -->
<section name="entityFramework" type="System.Data.Entity.Internal.ConfigFile.EntityFrameworkSection, EntityFramework,
<!-- For more information on Entity Framework configuration, visit http://go.microsoft.com/fwlink/?LinkID=237468 -->

<section name="nlog" type="NLog.Config.ConfigSectionHandler, NLog" />
<sectionGroup name="elmah">
<section name="security" requirePermission="false" type="Elmah.SecuritySectionHandler, Elmah"/>
<section name="errorlLog"” requirePermission="false" type="Elmah.ErrorLogSectionHandler, Elmah"/>
<section name="errorMail" requirePermission="false" type="Elmah.ErrorMailSectionHandler, Elmah"/>
<section name="errorFilter" requirePermission="false" type="Elmah.ErrorFilterSectionHandler, Elmah"/>
</sectionGroup>
</configSections>
<connectionStrings>
<!-- Connection String for the Entity Framework to connect to the application database.-->
<add name="micoEntities" connectionString="metadata=res://"/MiCoModel.csdllr‘es://"/MiCoModel.ssdl]r’es://“/MiCoModel.m:
</connectionStrings>
<appSettings>
<add key="webpages:Version" value="3.0.0.0"/>
<add key="webpages:Enabled" value="false"/>
<add key="PreserveloginUrl" value="true"/>
<add key="ClientValidationEnabled" value="true"/>
<add key="UnobtrusiveJavaScriptEnabled” value="true"/>
<!-- Elmah configuration settings. For more info http://code.google.com/p/elmah/ -->
<add key="elmah.mvc.disableHandler" value="false"/>
<add key="elmah.mvc.disableHandleErrorFilter"” value="false"/>
<add key="elmah.mvc.requiresAuthentication"” value="true"/>
<add key="elmah.mvc.IgnoreDefaultRoute" value="false"/>
<add key="elmah.mvc.allowedRoles" value="*"/>
<add key="elmah.mvc.allowedUsers" value="Administrator"/>
<add key="elmah.mvc.route" value="elmah"/>

2) Locate the lines in this file that read as follows:

<I--the customer name as it will be authenticated by the Authorization Web Service.-->
<add key="customername" value="Inspection"/>

Mobile Inspection Software by Mi-Corporation
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3)

6)

Edit the value highlighted above to indicate the customer name of a customer setup on your
Mi-Forms or Mi-Enterprise Apps Server. For example if the name of the customer is “Sierra
Creek”, edit the lines to read:

<I--the customer name as it will be authenticated by the Authorization Web Service.-->
<add key="customername" value="Sierra Creek"/>

Locate the lines in this file that read as follows:

<I-- The Authentication Web Service endpoint. It is used by the Membership Provider to authenticate
users. -->

<endpoint address="http.//localhost/mfs/Services/AuthServices.asmx" binding="basicHttpBinding"
bindingConfiguration="AuthServicesSoap" contract="AuthServices.AuthServicesSoap"
name="AuthServicesSoap'/>

If the MISM software and the Mi-Forms or Mi-Enterprise Apps Server are located on the
same machine then you do not need to change this line. If, however, the Mi-Forms or Mi-
Enterprise Apps Server is located elsewhere, edit the highlighted section to indicate the
appropriate connection URL. For instance, if your Mi-Forms or Mi-Enterprise Apps Server is
located on a machine named “server2” and requires HTTPS, the lines would be edited as
follows:

<I-- The Authentication Web Service endpoint. It is used by the Membership Provider to authenticate
users. -->

<endpoint address="https://server2/mfs/Services/AuthServices.asmx" binding="basicHttpBinding"
bindingConfiguration="AuthServicesSoap" contract="AuthServices.AuthServicesSoap"
name="AuthServicesSoap'/>

Save the web.config file in your text editor.

Reporting Configuration
The MISM software requires an instance of SQL Server Reporting Services in order to utilize its
reporting functionality. Please follow the steps outlined below to configure the application.

1)

On the application server where the MISM software was installed, locate the file named
web.config in the web installation folder and open it in a text editor. In typical installations
this file will be located at:

C:\inetpub\wwwroot\mism\web.config

Mobile Inspection Software by Mi-Corporation
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2)

3)

4)

Web.config - Notepad - o IEl
File Edit Format View Help
<?xml version="1.0"?> A
<l--

For more information on how to configure your ASP.NET application, please visit
http://go.microsoft.com/fwlink/?LinkId=169433

-->
<configuration>
<configSections>
<!-- For more information on Entity Framework configuration, visit http://go.microsoft.com/fwlink/?LinkID=237468 -->
<section name="entityFramework" type="System.Data.Entity.Internal.ConfigFile.EntityFrameworkSection, EntityFramework,
<!-- For more information on Entity Framework configuration, visit http://go.microsoft.com/fwlink/?LinkID=237468 -->

<section name="nlog" type="NLog.Config.ConfigSectionHandler, NLog" />
<sectionGroup name="elmah">
<section name="security" requirePermission="false" type="Elmah.SecuritySectionHandler, Elmah"/>
<section name="errorLog" requirePermission="false" type="Elmah.ErrorLogSectionHandler, Elmah"/>
<section name="errorMail" requirePermission="false" type="Elmah.ErrorMailSectionHandler, Elmah"/>
<section name="errorFilter" requirePermission="false" type="Elmah.ErrorFilterSectionHandler, Elmah"/>
</sectionGroup>
</configSections>
<connectionStrings>
<!-- Connection String for the Entity Framework to connect to the application database.-->
<add name="micoEntities" connectionString="metadata=res://*/MiCoModel.csdl|res://*/MiCoModel.ssdl|res://*/MiCoModel.m:
</connectionStrings>
<appSettings>
<add key="webpages:Version" value="3.0.0.0"/>
<add key="webpages:Enabled" value="false"/>
<add key="PreserveloginUrl" value="true"/>
<add key="ClientValidationEnabled" value="true"/>
<add key="UnobtrusiveJavaScriptEnabled” value="true"/>
<!-- Elmah configuration settings. For more info http://code.google.com/p/elmah/ -->
<add key="elmah.mvc.disableHandler" value="false"/>
<add key="elmah.mvc.disableHandleErrorFilter"” value="false"/>
<add key="elmah.mvc.requiresAuthentication"” value="true"/>
<add key="elmah.mvc.IgnoreDefaultRoute" ue="false"/>
<add key="elmah.mvc.allowedRoles" value="*"/>
<add key="elmah.mvc.allowedUsers" value="Administrator"/>
<add key="elmah.mvc.route" value="elmah"/>

Locate the lines in this file that read as follows:

<I-- the address of the SSRS Reporting Services Web Service API. Usually it is
http://myWebServerName/ReportServer. -->
<add key="Micoreportserver" value="http://localhost/ReportServer"/>

Edit the value highlighted above to indicate the actual URL of the report server as
configured in your network. For example if the name of the report server is “Server3” and
URL underneath this is “ReportingServer” edit the lines to read:

<!-- the address of the SSRS Reporting Services Web Service API. Usually it is
http://myWebServerName/ReportServer. -->
<add key="Micoreportserver" value="http://server3/ReportingServer"/>

The MISM software will need to access the reporting server with credentials that allow
viewing reports. This enables the currently logged in MISM user to view reports without
being prompted for a separate set of login credentials that are required by the SSRS server
instance. Locate the lines in the file that read as follows:

<!-- the user name of an NT account with permissions to access the Web Services. -->

<add key="Micousername" value="username'/>

<!-- the password for the NT account. -->

<add key="Micopassword" value="password"/>

<!-- the domain name for the NT accounts. This can be the machine name if it's a local account. -->
<add key="Micodomain" value="domain"/>
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5) Edit the highlighted values to reflect the username, password and domain of a valid SSRS
user. For instance if the user “bsmith” on the domain “sierracreek” with password “pass”
were to be used, the lines would read:

<!I-- the user name of an NT account with permissions to access the Web Services. -->

<add key="Micousername" value="bsmith"/>

<!-- the password for the NT account. -->

<add key="Micopassword" value="pass"/>

<!-- the domain name for the NT accounts. This can be the machine name if it's a local account. -->
<add key="Micodomain" value="screek"/>

6) Save the web.config file in your text editor.

7) The MISM software comes with a sample report that you may upload to your SSRS server.
To do so, first browse to your SSRS instance and login with credentials that will allow
publishing a report:

- oW

e @ http://localhost:8080/Reports_SQL2012/Pages/Folder.aspx 2 ~ C || @ Home - Report Manager
Home | My Subscriptions | Help
A

SQL Server Reporting Services

“ Home o

4 New Folder 4, New Data Source 4 Folder Settings t Upload File L] Details View

There are no items in Home. Click Help for more information about this page.

8) Click the “Upload File” link and then browse for the report that is bundled with MISM. If you
used default installation options, this report will be located at this location:
C:\Program Files (x86)\Mi-Corporation\MISM\Reports\inspections by Inspector.rdl
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- oEN
o @ http:/localhost:2020/Reports_SQL2012/Pages/Import.aspx?l O ~ & || @ Upload File - Report Manager
Home Home | My Subscriptions | Help

SQL Server Reporting Services

43 Upload File = B

Upload a report (_rdl), model (smdl), shared dataset (rsd), report part (_rsc), or other resource into Home
File to upload: C:\Program Files (>x86)\Mi-Corp¢ Browse...

Name [lns pections by Inspector

[[] Overwrite item ifit exists

o |

9) Create a new data source by clicking the “New Data Source” link and filling the data source
with details that will allow it to connect to the database created in the database configuration
section above. Note that the specifics of this data source will vary based on your database
configuration and access methodologies and the image shown below indicates just one
possible setup.

- o N
O @ http://localhost:8080/Reports_SQL2012/Pages/DataSource.a 0 v & @ New Data Source - Report ...
Home Home | My Subscriptions | Help
SQL Server Reporting Services
== New Data Source Search o

Name [MisM Datasource |

Description

Data source used to connect to MISM
database

[[IHide in tile view
[VIEnable this data source
Data source type: [ Microsoft SQL Server V‘

Connection string: | gata source=Senvert;initial catalog=MISM ’

Connect using:
(O Credentials supplied by the user running the report

O Credentials stored securely in the report server

® Windows integrated security
O Credentials are not required

Test Connection

[ oK | [ cancel

10) Configure the report to use the data source that was created by hovering over the report,
clicking the downward pointing arrow and clicking “Manage” and then navigating to the Data
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Sources tab. Check the “A shared data source” radio button and browse for the data source

created above.

Home

p://localhost:2080/Reports_SQL2012/Pages/Report.aspx?l O ~ & || @ Inspections by Inspector - R...

» SQL Server Reporting Services
=l |nspections by Inspector

Properties
DataSource

Parameters
®) A shared data source

/MISM DataSource

( A custom data source

Data Sources
Subscriptions
Processing Options
Cache Refresh Options
Report History
Snapshot Options

Security

Apply |

11) Click “Apply”.

Background Service Configuration

- olEN

Home | My Subscriptions | Help

ge)

While it is possible for administrative users to directly upload exported form data to the MISM
system through the web interface, it may instead be useful to configure automatic importing via
a Windows service. The MISM software bundles such a service and may be configured as

follows:

1) Using Windows Explorer, navigate to the Import Service installation folder. If you used

default settings during install, this folder will be as follows:
C:\Program Files (x86)\Mi-Corporation\MISM\Import Service

2) Using a text editor, open the file MiCoWindowsService.exe.config
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3)

4)

MiCoWindowsService.exe.config - Notepad o =) n
File Edit Format View Help
k?xml version="1.0" encoding="utf-8"2> A
<configuration>
<configSections>

<section name="micoFileProcessorSection” type="MiCoWindowsService.ProcessorSection, MiCoWindowsService" />
<section name="nlog" type="NLog.Config.ConfigSectionHandler, NLog" />

<!-- For more information on Entity Framework configuration, visit http://go.microsoft.com/fwlink/?LinkID=237468 -->
<section name="entityFramework" type="System.Data.Entity.Internal.ConfigFile.EntityFrameworkSection, EntityFramework,
</configSections>

<micoFileProcessorSection>
<micoFileProcessors>
<!-- Example of File Processor configuration. Directory values have to be unique.
Files from the directory will be uploaded into the respective connection string database.-->
<!--<add directory="c:\temp" connectionString="Server=(local)"/>
<add directory="c:\temp2" connectionString="Server=(local2)"/>-->
</micoFileProcessors>
</micoFileProcessorSection>

<appSettings>
</appSettings>
<!-- configures NLog to write logging data to the console -->
<nlog xmlns="http://www.nlog-project.org/schemas/NLog.xsd" xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance”>
<targets>
<!-- NLog uses the concept of target to indicate where log messages are written to.

Targets can be files, the console, databases, SMTP and much more. A full list of targets
can be viewed in the NLog documentation:
http://wwn.nlog-project.org/targets.html
-->
<!-- NLog can optional format the output using a pattern string, it is also possible to
format the output in CSV or XML. The various tokens in this format string are detailed in the
NLog documentation:
http://www.nlog-project.org/layoutrenderers.html
-->
<target name="file" xsi:type="File" layout="${longdate} ${logger} ${message}" fileName="logs/${shortdate}.txt" />
<target xsi:type="EventlLog"
name="eventlog"
source="MiCoUploadXMLService"

Locate the section of the file that looks like the lines below:

<micoFileProcessorSection>
<micoFileProcessors>
<!-- Example of File Processor configuration. Directory values have to be unique.
Files from the directory will be uploaded into the respective connection string database.-->
<Il--<add directory="c:\temp" connectionString="Server=(local)"/>
<add directory="c:\temp" connectionString="Server=(local)"/>-->
</micoFileProcessors>
</micoFileProcessorSection>

This service is designed to allow for the specification of multiple MISM instances on a single
server. In general, most configurations will only require a single file processor. Using the
example SQL Server database configuration above and the expectation that form data files
exist in the folder “c:\exports”, edit the lines highlighted above as follows:

<micoFileProcessorSection>
<micoFileProcessors>
<!-- Example of File Processor configuration. Directory values have to be unique.
Files from the directory will be uploaded into the respective connection string database.-->
<Il--<add directory="c:\temp" connectionString="Server=(local)"/>
<add directory="c:\temp" connectionString="data source=Serveriinitial
catalog=MISM;Integrated Security=SSPI "/>-->
</micoFileProcessors>
</micoFileProcessorSection>
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5) Save this file in your text editor.

6) Open a command prompt with administrative privileges and navigate to the folder where the
service is located.

o] Administrator: C\Windows\System32\cmd.exe - 0 n

:\Program Files (x86>\Mi-Corporation\MISM\Import Service>

7) Run the batch file “install.bat”. A series of messages indicating success should be displayed.

o] Administrator: C\Windows\System32\cmd.exe - O n

:\Program Files (x86>\Mi-Corporation\MISM\Import Service>install

:\Program Files (x86)>\Mi-Corporation\MISM\Import Servicedchdir C:\Program Files
(x86>\Mi-Corporation\MISM\Import Service\

:\Program Files (x86>\Mi-Corporation\MISM\Import Servicedinstallutil MiCoWindow
Service.exe

icrosoft (R> .NET Framework Installation utility Uersion 4.0.30319.33440
opyright <(C)> Microsoft Corporation. All rights reserved.

unning a transacted installation.

[Beginning the Install phase of the installation.
[See the contents of the log file for the C:\Program Files (x86)\r1)—C01}mratlun\H
ISM\Import Service\MiCoWindowsService.exe assenbly’s progm
he file is located at C:\Program Files (x86>\Mi- Conpoxatxon\HISH\lmpurt Service|
MiColindowsService.InstallLog.
Installing assembly ‘C \Program Files (x86>\Mi—Corporation\MISM\Import Service\M
iCoWindowsService.exe’
Affected parameters are:
logtoconsole
logfile :\Program Files (x86)>\Mi-Corporation\MISM\Import Service\MiCoWindo
ssService.InstallLog
assemblypath = C:\Program Files (x86>\Mi—Corporation\MISM\Import Service\MiCo
lindowsService.exe
Installing service MISUploadService...
[Service MISUploadService has been succe ully installed.
reating EventLog source MISUploadService in log Application...

he Install phase completed successfully, and the Commit phase is beginning.
Kee the contents of the log file for the C:\Progran Files (x86)>\Mi- Corpovatlon\"
[SM\Impoxt Service\MiCoWindowsService.exe assembly’s progress.

he file is located at C:\Program Files (x86)\Hi—Corporatiun\ﬂISH\lmpurt Service|
M. lindowsService.InstallLog.
ommitting assembly ’C:\Program Files (x86>\Mi-Corporation\MISM\Import Service\M
iCoWindowsService.exe’ .
Affected parameters are:

logtoconsole =

logfile Progran Files <(x86>\Mi—Corporation\MISM\Import Service\MiCoWindo
ssService.In

talll
assemblypath = C \Program Files (x86>\Mi-Corporation\MISM\Import Service\MiCo
lindowsService.exe
he Commit phase completed successfully.
he transacted install has completed.

:\Program Files (x86>\Mi-Cor pulatlun\ﬂlSH\lnpmt Servicedpause
ress any key to continue .

:\Program Files (x86>\Mi-Corporation\MISM\Import Service>
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Verification
After the configuration above, you may wish to verify your setup. To do so, first navigate to the

URL where the MISM software is installed.

a

) Mobile Inspection Softwa: x o

€« C' | [ serenity/MISM/Account/LogOn?ReturnUrl=%2fMism

Mobile Inspection Software
by Mii-Corporation

Please sign in

Login with a set of administrative credentials and you should see a screen similar to the one
below. Note that it's normal not to see any charted data after initial installation.
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[} Mobile Inspection Softwa: x
& C' | [ serenity/MISM/Home/Index
Mobile Inspection Software

by Mii-Corporation

Inspection Reports
Inspections by Inspector Inspections by Facility
Inspections over time | Today v |Inspector Name ALL v Inspections over tme | Today v |Location Name ALL v |InspectorName ALL v
Inspections by Inspector = Inspections by Facility =
Inspections by County Inspections by Type
hspectlonsoverline|'ccay v ‘Loulion County | Durham v Inspections overtme | Today v | Type of inspection | ALL v
Inspections by Type =

Total

Facility Name

21
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Help & Troubleshooting

The MISM Software includes a number of help and troubleshooting resources.

Tutorial Videos

The MISM software includes a series of helpful tutorial videos. You may access them by clicking
on the “Help” menu in the top right of the web application and choosing “Tutorial”. This will
provide access to a set of videos that describe uploading data, mapping reports, and creating
dashboards.

] Mobile Inspection Softwa: X - a8

C | [ serenity/MISM/Help/Tutoria ~ € 8
Mobile Inspection Software
by Mii-Corporation

Tutorial

Create My First Report 1. Uploading an XML file

2. Mapping data for reporting
purposes

3. How to create a new
dashboard

Help Topics
Anywhere you see a “?” in a black circle in the web application indicates that help guidance is
available. Click on any one of these for details about how to use a specific feature.
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/[ Mobile Inspection Softwa: x '\ - a
€ - C | [ serenity/MISM/Data | @ =

XML Upload

When selected the uploaded XML file will be used for field mapping only. The data from the
file will be omitted from any reports, charts or widgets.

You may also navigate to the “Help” menu in the top right and then click on “Help Topics” to see
a full list of all available help topics.
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u]

[} Mobile Inspection Softwa: x

€« C'  [3 serenity/MISM/Help

Mobile Inspection Software
by Mii-Corporation

Help

Charts Please select help topic
Dashboard

Filters

Mapping

Report

Report details
Web.Config Setup

XML Upload

Further Support

If you need further support, please visit Mi-Corporation’s support website at:

http://support.mi-corporation.com/

Or please email support at:

support@mi-corporation.com
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